Solaris 8 part 2 braindumps

12/17/2001
 

1. ptree 2897

                2897 *****.inet.d  -s

                        2898 ***.telnetd

                                2899  -sh

                                        2900  ksh

ANSWER= 

a ptree is a printing of the process trees containing the specified pids or users, with child processes indented from their respective parent processes.

 

*the ptree above tells us: answer the question below 

                   

2. Which two statements are true?

 

A. the user switched from the bourne to the korn shell.

B. inetd started the telnetd daemon

c. The user initially logged in as root, indicated by the bourne shell prompt.

d. there are two telnet sessions going on.

 

Answer: A, B 

 

3. What option for the "add_install_client" command allows you to specify the location of the sysidcfg file (and what is the syntax)?

 

ANSWER= add_install_client -p server:path  (know the -p and after syntax)

 

4. On the NIS slave, what command do you use to pull the maps from the master?

 

ANSWER= ypxfr

                

5. What are the levels in the /etc/syslog.conf file?

 

ANSWER=  Levels: emerg, alert, crit, err, warning, notice, info, debug, none

                

6. What command forces a read of the inetd.conf file with out shutting down the system or stopping the daemon?

 

ANSWER=  /usr/sbin/inetd -s

 

7. What does the m4 processor do with the ifdef statement?

 

ANSWER= m4 passes the output back to the syslogd as a two-column output that syslogd then uses to route the messages to the appropriate destination.

 

8. What does "nis (NOTFOUND=return) files"  mean.....what would happen?

 

ANSWER= This means that if nis is not found then return with error, do not go to local files.

 

9. what option of the logger command allows you to specify the level? 

 

ANSWER= logger -p

                

10. What are the advantages of striping and concatenating?

 

ANSWER= 

A concatenated volume combines portions of one or more physical disks into a single virtual structure.  

Can be used to create a virtual volume that is larger than on e physical disk.  

You can grow a file system as needed by concatenating additional physicla disk space to it.  

Using this feature, you can increase the size of a file system while it is mounted and in use. 

Striping is faster.  (See Parker)

 

11. What are the advantages of NFS?

 

ANSWER= 

1.NFS is a protocol in the Application Layer (CH 2-9) it's a client-server application that enables you to view and, optionally, store and update files on a remote system as though they were on your own system. 

2.Centralized file system, easy to use,  and common software access (CH 6-3)

 

12. what do the following do?

.......dfshares,share,dfmounts? 

**What shows resources that clients have mounted currently?

 

ANSWER= 

Command:  #dfshares [-F nfs] [host] displays the NFS resources currently being shared

Command:  #share [-F FSType] [-o options] [-d description] pathname

When the mountd daemon is running, use the /usr/sbin/share command to make file  resources available for mounting by remote systems

 

-F File system type.  Not required as nfs is the default remote file system type

-o options      controls a client's access to an NFS-shared resource

-d description  describes the file pathname

        

Command: #dfmounts [-F nfs] displays mounted resource information.  Without arguments, the dfmounts command displays the shared resource and clients mounting the resource for the local server.  

 

13. nfslogd  converts log info into ASCI TEXT  (T/F)?

 

ANSWER= TRUE.  Daemon converts this raw data into ASCII records that are stored in ASCII log files.  During the conversion, the IP addresses are modified to host names and the UIDs are modified to logins.

 

14. How do you create a cachefs?

 

ANSWER= 

1) Create a cache using the following command: #cfsadmin -c /cache/cache0

2) If one doesn't already exist, create a local mount point in prep for mounting the remote file system:  #mkdir /data 

3) Mount the remote file system and implement a CacheFS file system: command is :

mount -F cachefs -o backfstype=nfs,cachedir=/cache/cache0,cacheid=data_cache host1:/export/data /data

 

15. What must you do before checking the integrety of a cachefs?

 

ANSWER= umount

                

 

16. How do you mount a cachefs?

 

ANSWER= Mount cacheFS = mount -F cachefs

 

17. When is it necessary to run the automount command?

 

ANSWER= When making changes to the master map or creating a direct map, make the change effective by running the automount command.

 

18. Know about all of the different types of naming services.

 

ANSWER= **Domain Name Service(DNS): used within TCP/IP network to translate host names to their associated IP addresses.(/etc/nsswitch.dns) 

            

**Network Information Service(NIS): provides a centralized lookup for LAN resources, user accounts, host names and addresses, services, automount maps, and other key files that would otherwise be needed on each host of the LAN(/etc/nsswitch.nis) 

                        

**Network Information Service Plus(NIS+): centralized lookup location for LAN resources; hierarchial naming structure, distributed admin, built in security authentication, and cross domain lookups.

                        

**Lightweight Directory Access Protocol(LDAP): extends the naming services with a directory service, in addition to lookup you can also get the attributes for objects or search for them given their attributes.

    

19. Know your protocols!

 

ANSWER= Network Layer - Ethernet - type of LAN enables real time communication

ATM - digital connection with data in 53-byte cells

FDDI - 100Mbps, token passing, dual-ring LAN, using fiber

PPP - transmits IP datagrams over serial PPP links

                        Internet Layers -       IP - determines path packet must take



ARP - convert IP to Ethernet (32-48bit)



RARP - convert Ethernet to IP (48-32bit)



ICMP - (Internet Control Message Protocol) defines a set of error and diasgnostic feedback 


messages for the IP

                        Transport Layer - TCP - provides full duplex, reliable service



UDP - (user datagram protocol) - half duplex, non-acknowledged delivery service

                        Application Layer - NFS - client/server app. enables you to view, store,update files on a remote 


system



NIS - network nameing and administration systems



DHCP - automates assignment of IP addresses



DNS - distributed database that maps hostnames and IP



HTTP - if you don't know this - you are as dumb as you look!



RPC - program use to request service from another system without needing to understand 


network details



RIP - (routing information protocol) provides automated distribution of routing information 


between systems



SMTP - delivery of mail messages



SNMP - (simple network management protocol) language that allows for the monitorying and 


control of network devices rlogin, telnet, and ftp also work at this level

                        Hardward Layer - no protocols

                                            

20. What do the #'s mean in the /proc directory?

 


ANSWER= decimal # corresponding to a PID

 

21. What layer do you need to make sure you get the right application to read file?

 


ANSWER= Transport

 

22. Before generating the NIS maps, what is the correct method of preserving the integrity of the /etc/shadow and /etc/password files?

 


ANSWER= modify the /var/yp/Makefile (DIR=/etc to DIR=/"xx" and PWDIR=/etc to PWDIR=/"xx")

                                **the "xx" is what ever you want it to be

                                                

23. (at the prompt) domainname "test.region.org.com" means?

 


ANSWER= test = host, the rest is the domain

 

24. Create a log called /var/home_cache.log and initiate logging for /export/home for the file system being cached.

 


ANSWER=  cachefslog -f /var/home_cache.log /export/home

 

25. What is the command to invoke the consistency check on cachefs?

 


ANSWER= cfsadmin -s

 

26. What does this line mean: "hosts:   files   dns   nis" -> know the line from the name.service config file

 


ANSWER= to enable "hosts" to be resolved using local files first, DNS second, and NIS third

                        (look at page 11-18 if you want to know more)

                        

                        *go through local files and then dns and then nis, until you find it or the list is done

 

27. What is the logical pathname to identify the virtual volume (d0) under Solstice?


ANSWER= /dev/md/dsk/d0

 

28. What are the 3 tasks needed in the NIS master to support the new Jumpstart Client?

 


ANSWER= 
#1. add in /etc/hosts and /etc/ethers

                        
#2. /etc/init.d/nfs.server start

                        
#3. share

                        
#4. add_install_client

 

29. What files on the server are needed to get hostname during RARP of Jumptstart boot?


ANSWER= /etc/ethers, /etc/hosts, /etc/bootparams

                

30. What happens if the Jumpstart client and the boot server are on different subnets?

 


ANSWER= it will not work - RARP will fail

 

31. What are the options for add_install_client for sysidcfg to configure server for Jumpstart?

 


ANSWER= name_service, network_interface, root_passwd, security_policy, system_locale terminal, 
timezone, time_server

 

32. What are the functions of the NFS client?

 


ANSWER= mount file resources shared over the network and present them as if they were a local file 
system

                        

33. Server command to display all resources on the NIS server allowing no reset?

 


ANSWER= ypwhich -m

 

34. What is the line entered into systems /etc/dfs/dfstab to enable root access to maps system? (TRICKY QUESTION)

 


ANSWER= share -F nfs -o root=client -d "home dirs" /etc/auto_master


explanation:  root=client gives root access to /etc/auto_master 


(/etc/auto_master is just an example to where some maps are)

 

35. When doing an automount -NFS resource -> what should the clients vfstab have in it?

 


ANSWER=  Device to Mt   Device to fsck   Mt Pt   FS type   fsck pass   MT@boot   Mt Options

                         ------------   --------------   -----   -------   ---------   -------   ----------


add this line     host:/(resource)      -    resource Mt Pt   nfs      -          yes     soft, bg

 

36. What is the term used when 1 data structure is included with another, and the 1st data structure is hidden?

 


ANSWER= encapsulated

 

37. What name should be given to a direct automount map when it is created?

 


ANSWER= 
STEP 1: add an entry to /etc/auto_direct

                        
STEP 2: create a new file called "xx"

                                
**"xx" is whatever you called it in the /etc/auto_direct file

 

38. What determines the time frame that automount uses to mount a NFS resource?

 


ANSWER=  automount [-t duration]

 

39. The auto_home is a autofs, what type of map is it?


ANSWER= indirect map

 

 

40. To change the syslogd.config to log every attempt (OF FAILED LOGIN ATTEMPTS), what severity level must it be at?

 


ANSWER= .notice  (maybe .err)

